
Zen Gecko
EFR32ZG14 Errata

This document contains information on the EFR32ZG14 errata. The latest available revision of this device is revision B. 

For errata on older revisions, refer to the errata history section for the device. The revision information is typically specified in or near
the trace code on the device. Refer to the package marking information in the data sheet for more information.

Errata effective date: March, 2019.
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1.  Active Errata Summary

These tables list all known errata for the EFR32ZG14 and all unresolved errata in revision B of the EFR32ZG14.

Table 1.1.  Errata History Overview

Designator Title/Problem Exists on Re-
vision:

B

DBG_E204 Debug Recovery with JTAG Does Not Work X

RMU_E202 External Debug Access Not Available After Watchdog or Lockup Full Reset X

Table 1.2.  Active Errata Status Summary

Errata # Designator Title/Problem Workaround

Exists

Affected

Revision

Resolution

1 DBG_E204 Debug Recovery with JTAG Does Not Work Yes B —

2 RMU_E202 External Debug Access Not Available After Watchdog
or Lockup Full Reset

Yes B —

EFR32ZG14 Errata
Active Errata Summary

silabs.com | Building a more connected world. Rev. 0.1  |  2



2.  Detailed Errata Descriptions

2.1  DBG_E204 – Debug Recovery with JTAG Does Not Work

Description of Errata

The debug recovery algorithm of holding down pin reset, issuing a System Bus Stall AAP instruction, and releasing the reset pin does
not work when using the JTAG debug interface. When using the JTAG debug interface, the core will continue to execute code as soon
as the reset pin is released.

Affected Conditions / Impacts

The debug recovery sequence will not work when using the JTAG debug interface.

Workaround

Use the Serial Wire debug interface to implement the debug recovery sequence.

Resolution

There is currently no resolution for this issue.

2.2  RMU_E202 – External Debug Access Not Available After Watchdog or Lockup Full Reset

Description of Errata

When a reset is triggered in full-reset mode, a debugger will not be able to read AHB-AP or ARM core registers.

Affected Conditions / Impacts

Systems using the full reset mode for watchdog or lockup resets will see limited debugging capability after one of these resets trig-
gers.

Workaround

There are three possible workarounds:
• Software should configure peripherals to either LIMITED or EXTENDED mode if full debugger functionality is needed after a watch-

dog or lockup reset.
• When using FULL reset mode, appending at least 9 idle clock cycles to the last debug command will allow the transaction to com-

plete.
• A power cycle or hard pin reset will restore normal operation.

Resolution

There is currently no resolution for this issue.
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3.  Errata History

This section contains the errata history for EFR32ZG14 devices. 

For errata on latest revision, refer to the beginning of this document. The device data sheet explains how to identify chip revision, either
from package marking or electronically.

3.1  Errata History Summary

This table lists all resolved errata for the EFR32ZG14.

Table 3.1.  Errata History Status Summary

Errata # Designator Title/Problem Workaround

Exists

Affected

Revision

Resolution

There are no errata in the errata history for this device.
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4.  Revision History

Revision 0.1

March, 2019

• Initial release.
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Simplicity Studio
One-click access to MCU and 
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software, source code libraries & 
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Mac and Linux!
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Quality
www.silabs.com/quality

Support and Community
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http://www.silabs.com

Silicon Laboratories Inc.
400 West Cesar Chavez
Austin, TX 78701
USA

Disclaimer
Silicon Labs intends to provide customers with the latest, accurate, and in-depth documentation of all peripherals and modules available for system and software implementers using or 
intending to use the Silicon Labs products. Characterization data, available modules and peripherals, memory sizes and memory addresses refer to each specific device, and "Typical" 
parameters provided can and do vary in different applications. Application examples described herein are for illustrative purposes only. Silicon Labs reserves the right to make changes 
without further notice to the product information, specifications, and descriptions herein, and does not give warranties as to the accuracy or completeness of the included information. 
Without prior notification, Silicon Labs may update product firmware during the manufacturing process for security or reliability reasons.  Such changes will not alter the specifications or the 
performance of the product.  Silicon Labs shall have no liability for the consequences of use of the information supplied in this document. This document does not imply or expressly grant 
any license to design or fabricate any integrated circuits. The products are not designed or authorized to be used within any FDA Class III devices, applications for which FDA premarket 
approval is required or Life Support Systems without the specific written consent of Silicon Labs. A "Life Support System" is any product or system intended to support or sustain life and/or 
health, which, if it fails, can be reasonably expected to result in significant personal injury or death. Silicon Labs products are not designed or authorized for military applications. Silicon 
Labs products shall under no circumstances be used in weapons of mass destruction including (but not limited to) nuclear, biological or chemical weapons, or missiles capable of delivering 
such weapons. Silicon Labs disclaims all express and implied warranties and shall not be responsible or liable for any injuries or damages related to use of a Silicon Labs product in such 
unauthorized applications.

Trademark Information
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